
 
 
Experts tell us that over 95% of firewall breaches are due to misconfigurations, but how is a company supposed to avoid 
misconfigurations when its applications are constantly changing, AND it can’t find the talent that it needs to be able to 
configure its firewalls. 
 
There are at least HUNDREDS if not THOUSANDS of tunable parameters to today’s next generation firewalls. Perhaps 
someday, artificial intelligence will be able to play a bigger role in managing these domains, but do you want to roll the 
dice with access to your critical systems on the line? 
 
Affirmed Cyber employs a novel approach as an alternative to firewalls for mission critical systems or devices. Our 
devices are configurable, and go from “out of the box” simplicity to highly tailorable (down to the byte level) for devices 
that simply can not afford to be compromised.  
 
The  attached chart shows some of what can be done with the Affirmed Cyber Next Generation Data Diode… when you 
just don’t have the manpower on staff to provision and configure every critical device with its own firewall. 
 

 
 


